
 
 
 
 
 

2016-2017 CYBER CRIME CHALLENGE 
 

Create a Cyber Safety Program and 
Win the Cyber Crime Prevention Challenge!  

 
MISSION: 
 
To promote good cyber etiquette by challenging students to develop and promote cyber 
safety programs in their schools.  These programs should address topics including 
online child exploitation, cyber bullying, theft of intellectual property rights (i.e., music 
piracy), safe social networking communication, or any combination of these issues.  
Through this “Challenge,” student leaders empower their classmates to preserve their 
digital reputation and give them tools to avoid and report online dangers.    
 
RULES: 
 

 Participation in the Cyber Crime Prevention Challenge is limited to schools 
represented at the November 29, 2016, Cyber Crime Prevention Symposium.   

 Teams must register and submit their entries by Friday, March 31, 2017.  
 Each entry will be judged on its creativity, implementation, and lasting effect of 

the program(s).   
 

EDUCATORS and PARENTS: 
 
Since 2009, the Inter-Agency Council on Abuse and Neglect (ICAN) Cyber Crime 
Prevention Subcommittee (CCPS), along with numerous law enforcement agencies, has 
sponsored the annual Cyber Crime Prevention Symposium in an effort to educate 
teachers, administrators, parents and students on the importance of Internet safety. 
 
The CCPS has worked with various school districts throughout Los Angeles County in an 
effort to identify student leaders, administrators, and parents capable of taking these 
important preventative and educational concepts back to their respective schools in 
order to educate the student body on the risks associated with cyber crime.  
 
In 2011, the CCPS expanded the Symposium’s objectives through the creation of its 
first annual Cyber Crime Prevention Challenge.  Each team is encouraged to use its 
imagination to develop programs to address issues including online child exploitation, 
cyber bullying, intellectual property rights (i.e., music piracy), and safe social 
networking communication or any combination of these issues.  Each team should work 
off the teaching points, case studies, and discussion topics addressed during the 2016 



Symposium as the foundation for their program development.  Each team will be 
judged on the creativity, implementation, and lasting effect of the program(s).   
 
 
ENTRIES: 
 
Entries must include a one page synopsis of the program’s creativity, implementation, 
and lasting effect.  Additionally, teams are encouraged to submit appropriate supporting 
documentation, video, or digital media as needed. 

 
RESULTS and AWARDS: 
 
The winning schools will be announced sometime in May, 2017.  The following awards 
will be presented to the winning schools on a date to be arranged: 
First Place: 

 Cyber Safety Challenge Trophy 
 Cash Prize 
 A special award presentation for the winning school 

Runner Up: 
 Cyber Safety Challenge Trophy 
 Cash Prize 
 A special award presentation for the runner up school 

#besafeonline 
  


